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## Welke privacy- en persoonsgevoelige informatie wordt van de leerlingen verwerkt?

*Vink aan wat van toepassing is; maak een keuze uit:*

***0*** *= Geen verwerking****1*** *= Verwerking*

### Gegevens leerling

*Vink uw keuze aan.*

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Algemene gegevens | 0 | 1 |  |  |
| NAW-gegevens  |  | V |
| Geboortedatum en plaats |  | V |
| Nationaliteit  |  | V |
| Telefoon of soortgelijke communicatiemiddelen voor leerlingen |  | V |
| Identiteitsgegevens (BSN, Rijksregisternummer, paspoort, rijbewijs, etc.) |  | V |
| Financiële gegevens ouders/leerlingen | V |  |
| Gegevens wettelijke vertegenwoordiger leerling |  | V |
| Aard en verloop studieresultaten |  | V |
| Leerlingen volgsysteem (LVS) |  | V |
| Leerlingen administratiesysteem (LAS) |  | V |
| Studieadvies  |  | V |
| Rapportage naar vervolgonderwijs |  | V |
| Elektronische Leeromgeving (ELO) |  | V |
| Pasjessysteem/kaartmanagementsysteem | V |  |
| Presentie/absentieregistratiesysteem |  | V |
| Inlogaccounts |  | V |
| Office 365 accounts |  | V |
| Cameratoezicht | V 1 |  |
| Systemen educatieve uitgeverijen |  | V |
| Biometrische gegevens bijvoorbeeld voor de toegangsbeveiliging | V |  |
| Persoonsgegevens gekoppeld aan IP-adressen, Mac-adressen, cookies, etc. | V |  |
| Tijdelijke bestanden op kopieermachines, printers en scanners |  | V |
| Overige |  |  |
|  |  |  |

1 Cameratoezicht geldt voor de Praktijkschool Sneek. Het protocol kan opgevraagd worden bij de desbetreffende school.

|  |  |  |
| --- | --- | --- |
| Bijzondere gegevens | 0 | 1 |
| Godsdienst of levensovertuiging  |  | V |
| Etnische achtergrond |  |  |
| Seksuele leven/voorkeur |  |  |
| Gezondheid/medische gegevens  |  |  |
| Demografische klasse/indeling  |  |  |
| Schoolbegeleidingsdienst/schoolmaatschappelijk werk  |  |  |
| Acties rondom de leerling  |  |  |
| Specifieke schoolgegevens (vb. mentor en/of zorgcoördinator) |  |  |
| Informatie inzake pesten |  |  |
| Informatie inzake hulpverleningscontracten/overeenkomst |  |  |
| Extern aangemelde informatie inzake begeleiding |  |  |
|  |  |  |

## Overige vragen

*Vink JA of NEE aan, of vink ‘?’ aan indien onbekend.*

|  |  |  |  |
| --- | --- | --- | --- |
| Overige vragen | ? | JA | NEE |
| Zijn de leerlingen/ouders in kennis gesteld omtrent de inhoud van het ‘Privacyreglement leerlingen’ met referentie [YSNS 33054]? |  | V |  |
| Wordt er privacy- of persoonsgevoelige informatie verwerkt waarin de vraagstelling van dit document niet in voorziet? |  |  | V |
| Indien Ja, graag hier de toelichting: |  |  |  |
|  |  |  |  |

**Gebruik van** **document opgave verwerkte privacy- en persoonsgevoelige informatie leerlingen**

Het geheel of gedeeltelijk gebruik van document opgave verwerkte privacy- en persoonsgevoelige informatie leerlingen is uitsluitend toegestaan door de rechtmatige licentienemer van YourSafetynet school+. De inhoud van document opgave verwerkte privacy- en persoonsgevoelige informatie leerlingen is beschermd door copyright © waardoor het niet is toegestaan om document opgave verwerkte privacy- en persoonsgevoelige informatie leerlingen:

* Te vermenigvuldigen en/of openbaar te maken door middel van druk, fotokopie, microfilm of op enigerlei wijze zonder nadrukkelijke schriftelijke toestemming van Media Security Networks BV
* Te gebruiken indien de huidige licentieovereenkomst van YourSafetynet school+ is vervallen

Document opgave verwerkte privacy- en persoonsgevoelige informatie leerlingen is zorgvuldig en naar beste weten samengesteld. Regel- en wetgeving zijn voortdurend aan verandering onderhevig waardoor Media Security Networks BV niet kan instaan voor de juistheid of volledigheid hiervan. Media Security Networks BV aanvaardt geen enkele aansprakelijkheid voor schade, van welke aard dan ook, als gevolg van handelingen en/of beslissingen die op basis van document opgave verwerkte privacy- en persoonsgevoelige informatie leerlingen zijn genomen.